Dice Access using Azure

Initial Setup
To Access Dice, you will need to request access to the application in Azure. To do that please follow this link.
https://myaccess.microsoft.com/@ TMobileUSA.onmicrosoft.com#/access-packages/e304244b-6¢c65-43c1-9341-3d9383dfc322

Here you will be prompted to log in. Please log in with the email address that you use for accessing Dice. The email address is how Dice will

associate your Azure account with your Dice account.

I Mobile

Sign in

Can't access your account?

Qb Sign-in options

After entering your email Azure will email you a code to verify the email address. Put the emailed code into the next prompt.

T-Mobile USA

Account verification code

To access T-Mobile USA's apps and resources, please use the code below for account verification. The code will only work for 30 minutes.

Account verification code:

11282145

If you didn’t request a code, you can ignore this email.


https://nam02.safelinks.protection.outlook.com/?url=https%3A%2F%2Fcheckpoint.url-protection.com%2Fv1%2Furl%3Fo%3Dhttps%253A%2F%2Fprotect2.fireeye.com%2Fv1%2Furl%253Fk%253Dff0d4e55-9e7616db-ff0cfd43-74fe4858bad3-344d3a4aae0d5291%2526amp%253Bq%253D1%2526amp%253Be%253D66e107ad-7fa4-4ce1-85b9-cc5ec28048d1%2526amp%253Bu%253Dhttps%25253A%25252F%25252Fcheckpoint.url-protection.com%25252Fv1%25252Furl%25253Fo%25253Dhttps%2525253A%25252F%25252Fprotect2.fireeye.com%25252Fv1%25252Furl%2525253Fk%2525253D228aabe8-7d115c4a-228b18fe-000babd9fef2-8013d53eac821ba0%25252526amp%2525253Bq%2525253D1%25252526amp%2525253Be%2525253Dd1359090-e08f-4415-99cd-6d6fb8bc6a56%25252526amp%2525253Bu%2525253Dhttps%252525253A%252525252F%252525252Fmyaccess.microsoft.com%252525252F%2525252540TMobileUSA.onmicrosoft.com%2525252523%252525252Faccess-packages%252525252Fe304244b-6c65-43c1-9341-3d9383dfc322%252526g%25253DYWMwZWM0ZjdlNWY1NjI0ZQ%25253D%25253D%252526h%25253DMmE3N2MwODE5NjBkNDA2OGE0ODdmZGQxMjUwMGQ2N2I2MjFjZDU1ZDVmMjgxM2Q1NGYzYWQyN2E0NGVmYjViMA%25253D%25253D%252526p%25253DYzJ1OnRtb2JpbGV1c2E6YzpvOmE0OTBkNTA1NjFkMmJkMmZkZDQ2YTRkNjU0YmFjOGRlOnYxOmg6VA%25253D%25253D%26g%3DMjIwOTgzOWM1MzhhMzA2Zg%3D%3D%26h%3DNzU5NzVhYTQ4YWNmM2I0YmNmMzliN2U5ZWY1YTIxZjE1NGIyZWZjZGI0ZTgxZDEzNGZhMWM3NzliM2I0ZjA3ZA%3D%3D%26p%3DYzJ1OnRtb2JpbGV1c2E6YzpvOjUzNWE1Zjc1N2NkYTkwZmMzY2VmN2Q2M2U5OWUyZTJmOnYxOmg6VA%3D%3D&data=05%7C02%7CNathan.3.Smith%40t-mobile.com%7Cb943d41b09c649e1643608dc7688d0a6%7Cbe0f980bdd994b19bd7bbc71a09b026c%7C0%7C0%7C638515577237719154%7CUnknown%7CTWFpbGZsb3d8eyJWIjoiMC4wLjAwMDAiLCJQIjoiV2luMzIiLCJBTiI6Ik1haWwiLCJXVCI6Mn0%3D%7C0%7C%7C%7C&sdata=CvzdDe4WmqY4%2B8lc3eANCtRSSs%2F2JVbl2m4%2BnBWnOjU%3D&reserved=0
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smith.nathan.r.azure.t.e.s.t@gmail.com

I

Enter code

a code to

We just sent z

smith.nathan.r.azure.t.e.s.t@gmail.com

After successfully entering the code, you will be prompted to set up MS Authenticator. This will be required for the multi factor authentication.
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Permissions requested by:

T-Mobile USA
tmobileusa.onmicrosoft.com
pting, you allow this organization to:
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Receive your profile data

fyou trust T-Mobile USA. T-Mobile USA

You sho accep
has not provided o their terms for you to review. You
ions at

oft.com/organizations.

This resource is not shared by Microsoft.
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smith.nathan.razure.t.est@gmail.com

More information required

Your organization needs more information to keep
your account secure

Use a different account

Learn more

Keep your account secure

Microsoft Authenticator

Start by getting the app

On your phone, install the Microsoft Authenticator app. Download now

After you install the Microsoft Authenticator app on your device, choose "Mext".

If you do not have Microsoft Authenticator you can download it here. With the app installed on your device if you click next it will walk you
through setting up the 2fa.

Keep your account secure

Microsoft Authenticator

Set up your account

f prompted, allow notifications. Then add an account, and select "Work or school”.

-


https://support.microsoft.com/en-us/account-billing/download-and-install-the-microsoft-authenticator-app-351498fc-850a-45da-b7b6-27e523b8702a

Clicking next on the Azure dialog you will be prompted with a QA code to scan in the Authenticator application.

Keep your account secure

Microsoft Authenticator

Scan the QR code

Use the Microsoft Authenticator app to scan the QR code. This will connect the Microsoft Authenticator
app with your account.

After you scan the QR code, choose "Next”.

‘ Can't scan image? ‘

e N

To add a new account in the Authenticator application, click the “+” at the top banner. Then select the “Work or school account” option. Then
select the “Scan a QR Code” option. This should bring up the camera to scan the QA code. After scanning it should complete the setup in
the Authenticator app. Azure will then prompt you to enter a random number in the authenticator application to verify the setup

Keep your account secure

Microsoft Authenticator

Let's try it out

v

Approve the notification we're sending to your app by entering the number shown below.

In the Authenticator prompt enter the number that the Azure prompt is displaying to you to finish the setup



Keep your account secure

Microsoft Authenticator

Maotification approved

v/
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Keep your account secure

Success!

Great job! You have successfully set up your security info. Choose "Done” to continue signing in.

Default sign-in method:

=

‘3 Microsoft Authenticator

You will then get a prompt to request access to the Dice application.



Device Intake Center for Engineering (DICE) :
External : Access : User

Request details Resources

Device Intake Center for Engineering (DICE) : External : Access : User

Share a link to this access package: & Copy link

Clicking the “continue” on the access request prompt will send a request to the Dice admin team to approve your request. The Dice admin
team will approve your request and you will get an email letting you know that your account is ready.

You've received access to Device Intake Center
for Engineering (DICE) : External : Access : User

You have access to Device Intake Center for Engineering (DICE) : External : Access :
User. Get started now.

Get started >

Access start date: Now
Access end date: No end date
Privacy Statement

Microsoft Corporation, One Microsoft Way, Redmond, WA 98052

Facilitated by

DJMicrosoft

Once notified you can start using the “Sign in with Microsoft” button in Dice. This will enforce a multi factor authentication using your email
and the MS Authenticator application.



